Załącznik nr 6 do Ogłoszenia – Wykaz osób

**Zamawiający:**

Gmina Stary Zamość

Stary Zamość 6  
22-417 Stary Zamość

**Wykonawca:**

…………………………………………

*(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL)*

reprezentowany przez

…………………………………………

*(imię, nazwisko, stanowisko/podstawa do reprezentacji)*

**Wykaz osób**

Na potrzeby postępowania o udzielenie zamówienia publicznego pn. Przeprowadzenie audytu KRI oraz aktualizacja i wdrożenie Systemu Zarządzania Bezpieczeństwem Informacji wraz ze szkoleniami z zakresu cyberbezpieczeństwa w ramach projektu „Cyberbezpieczny Samorząd” oświadczamy, że dysponujemy lub będziemy dysponować osobami, które będą uczestniczyć w wykonywaniu zamówienia zgodnie z informacjami przedstawionymi poniżej:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Lp. | Imię i nazwisko | Informacje na temat kwalifikacji zawodowych, posiadane uprawnienia | Zakres wykonywanych czynności | Podstawa dysponowania |
|  |  | Czy osoba ta posiada niezbędną wiedzę i doświadczenie w prowadzeniu audytu systemu bezpieczeństwa informacji obejmującego zgodność z kryteriami zawartymi w § 19 ust. 2 ww. rozporządzenia KRI lub zgodność z wymaganiami normy PN-ISO/IEC 27001 lub równoważnej?  TAK/NIE  *(zaznaczyć właściwe)*  Czy osoba ta jest:  audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999)?  TAK/NIE  *(zaznaczyć właściwe)*  lub  jest audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999)?  TAK/NIE  *(zaznaczyć właściwe)*  lub  jest audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023 lub równoważnej?  TAK/NIE  *(zaznaczyć właściwe)*  Czy osoba ta posiada co najmniej dwuletnie doświadczenie w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych?  TAK/NIE  (zaznaczyć właściwe) | Specjalista ds. audytu KRI |  |
|  |  | Czy osoba ta posiada niezbędną wiedzę i doświadczenie w opracowaniu i wdrożeniu lub aktualizacji i wdrożenia SZBI ?  TAK/NIE  *(zaznaczyć właściwe)*  Czy osoba ta jest:  audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) ?  TAK/NIE  *(zaznaczyć właściwe)*  lub  jest audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999)?  TAK/NIE  *(zaznaczyć właściwe)*    lub  jest audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023 lub równoważnej?  TAK/NIE  *(zaznaczyć właściwe)*  Czy osoba ta posiada co najmniej dwuletnie doświadczenie w zakresie opracowania i wdrożenia lub aktualizacji i wdrożenia systemu zarządzania bezpieczeństwem informacji?  TAK/NIE  *(zaznaczyć właściwe)* | Specjalista ds. wdrożenia i aktualizacji SZBI |  |
|  |  | Czy osoba ta posiada niezbędną wiedzę i doświadczenie w prowadzeniu szkoleń z zakresu cyberbezpieczeństwa?  TAK/NIE  *(zaznaczyć właściwe)*  Czy osoba ta uczestniczyła w okresie ostatnich dwóch lat uczestniczyła w realizacji co najmniej 2 zamówień obejmujących szkolenia o tematyce cyberbezpieczeństwa w charakterze trenera?  TAK/NIE  *(zaznaczyć właściwe)* | Trener szkolenia |  |

…………….………………………………….. [miejscowość], dnia ………….…….

(podpis)